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export control and 
sanction restrictions?
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No

No
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Yes

Yes

Will you be i) transferring items 
physically or electronically to 

collaborators or 3rd parties; or ii) 
providing technical assistance?

Was the item or 
part of it imported 

from the US?

Is the item specially 
designed or modified 

for military use?

Please visit 
Responsible 

Internationalisation 
for further 
guidance

Export control and sanctions - decision tree for basic awareness
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Do you have any reason to believe or have you 
been informed that your collaborators or 3rd parties 

you are aware of  i) will use the item in catch-all 
situation*; or ii) provided that item qualifies as 
cybersurveillance item**, in connection with 

internal repression and/or commissioning of serious 
violations of human rights

Yes

Please visit 
Responsible 

Internationalisation 
for further 
guidance

Proceed, no 
further action

Proceed, no 
further action

No, not checked

Yes, checked. No 
restriction

Yes, there is a 
restriction

Have you checked whether there are restrictions because 
the item you inted to export i) qualifies as dual-use item; or 
ii) falls under product coverage of sanction regime relevant 

to destination of your export; or iii) will be delivered to a 
designated person or entity

Please visit 
Responsible 

Internationalisation 
for further 
guidance

In this slide ‘item’ means tangible items 
such as systems, equipment, components, 

chemicals and materials, or intangible items 
such as software and technology.

* catch-all situation means use of an item, 
in its entirety or in part, (i) in connection 
with any activity related to weapons of 

mass destruction (WMD) (whether 
chemical, biological or nuclear) or nuclear 

explosive devices, (ii) related to WMD’s 
delivery systems (such as ballistic missiles, 
cruise missiles or drones), (iii) for a military 

end-use in a country subject to arms-
embargo, or (iv) for use as parts or 

components of military items exported 
from EU member state without or in 

violation of authorization. 

** cyber-surveillance items mean non-listed 
dual-use items specially designed to enable 
the covert surveillance of natural persons 

by monitoring, extracting, collecting or 
analyzing data from information and 

telecommunication systems. 
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